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Privacy Policy 

Last Revised: September 12, 2025 

Effective Date: September 12, 2025 

We, the Financial Planning Association, (“FPA,” “we,” or “us”), a 501(c)(6) non-
profit membership organization, are committed to protecting the privacy and 
security of personal information and to transparency about how we use personal 
information (also known as personal data). This Privacy Policy sets forth our 
policies and practices for collecting and using personal information regarding any 
of our services that link to this Privacy Policy (our “Services”). This Privacy Policy 
does not address our use of personal information outside the context of these 
Services.  

For purposes of this Privacy Policy, we regard personal information as any 
information that relates to an identified person or reasonably identifiable person.  

Within the context of the Services, this Privacy Policy explains how we use and 
disclose personal information. It also discusses how you can control certain uses 
and disclosures of your personal information. We will update this Privacy Policy 
from time to time, or as our privacy practices change, to ensure it accurately 
describes how we use personal information. When we do so, we will update the 
dates above. We recommend that you review this Privacy Policy occasionally for the 
latest information. If we change our practices in a material way, we will update this 
Privacy Policy. 

If you have any questions regarding this Privacy Policy or our use of your 
information, please contact us using one of the methods detailed in the last section 
of this Privacy Policy. 

1. How we use and share personal information 

We limit the collection and processing of personal information to that which we 
need for our business purposes, as explained below:  

  



2 

522765.00001 
 

4883-4255-2776\2 

Categories of 
individuals 

Categories of 
personal 

information 

Purposes Methods of 
collection 

Categories of 
third-party 

recipients (see 
below) 

All users of the 
Services (“Users”) 

• Device, usage, and 
activity information 

• Interest and 
demographic 
information 

• Non-precise 
location 
information 

• To provide the app and 
website 

• Services analysis, 
security, and 
administration 

• Network advertising 
and marketing 

• Directly from 
individual 

• Indirectly by 
observing 
individuals’ 
activities or 
behavior 

• From analytics 
providers 

• Analytics 
providers 

• Network 
advertisers 

Users who use the 
search features of 
our Services 

• Search terms • To provide search 
results 

• Directly from 
individual 

• Search engine 
providers  

Users who sign in 
using their member 
credentials 

• Name 
• Contact 

information, 
including email 
address, telephone 
numbers, and postal 
address 

• Organization 
affiliation, job title, 
and other 
volunteered profile 
information 

• Membership record 
information 

• Event registrations 
• License and 

certification 
information 

• Committee 
membership 
information 

• Payment history 
information 

• Communication 
preferences 

• Optional racial 
origin and gender 
identity information 

• To manage aspects of 
your membership 

• User membership 
management 

• Personalization 
• Ensuring inclusivity 
• Facilitating access to 

member benefits and 
professional networking 

• Marketing 

• Directly from 
individual 

• None 
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Users who opt-in to 
FPA PlannerSearch 

• Selected profile 
information 

• To make your 
information available to 
Users searching for a 
financial planning 
professional 

• Directly from 
individual 

• Other Users of 
the Services 

Users who make 
payments for 
memberships, 
conference 
registration, or 
other purposes 

• Name 
• Contact information 
• Shipping and billing 

address 
• Payment 

information 

• Payment processing 
• Sales tax administration 

• Directly from 
individual 

• Payment 
processors 

Users who attend 
FPA conferences or 
other events 

• Name 
• Contact information 

• Conference 
administration 

• Facilitating networking 
• Marketing 

• Directly from 
individual 

• Other attendees 
• Conference 

sponsors and 
exhibitors 

Individuals who are 
referred to us as 
prospective 
members by Users 
of our membership 
referral form 

• Name 
• Contact information 
• Potential member 

type information 

• Marketing • From the User 
filling out the 
referral form 

• None 

Individuals who 
send us feedback or 
other 
correspondence 

• Sender name and 
address 

• Contents of 
feedback or other 
correspondence 

• To respond to the 
feedback or other 
correspondence 

• Directly from 
individual 

• None 

 
2. Disclosure and sharing  

In addition to the sharing with the third parties described in the table above, we 
may also share your personal information with:   

• Processors/service providers. We share your personal information 
with third parties that provide services to us. We engage these kinds 
of third parties with contracts that require them to use your personal 
information only to deliver the services for which we have engaged 
the third party, and as required by law. These third parties provide 
business, professional, administrative, or technical support functions 
for us, such as payment processing, billing, data storage, quality 
assurance, and marketing.  
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• Legal compliance recipients. We disclose personal information to 
the courts, the government, law enforcement agencies, litigants, and 
similar recipients when required by law.  

 
• Local chapters. We may disclose members’ personal information to 

affiliated local chapters.  
 
• Successors. We may disclose personal information associated with a 

part of our business to a buyer, potential buyer, or other successor to 
our business. 

 
We also may disclose personal information to third parties with your consent or at 
your direction. 

Because no consensus has emerged on how to process a web browser’s “do not 
track” signal, we do not currently take any action in response to the signal. We also 
do not process the Global Privacy Control signal or other universal opt-out 
mechanisms and do not presently fall within the scope of any legal requirement to 
do so.  

Please note that our Services may provide links to services operated by third parties. 
Those third-party services are not covered by this Privacy Policy, and, accordingly, 
we encourage you to review the privacy policies for those services.  

3. Security, quality, and retention 

We use reasonable administrative, technical, and physical safeguards to protect 
personal information in our possession from misuse, interference, loss, 
unauthorized access, unauthorized modification, or unauthorized disclosure. 
Nevertheless, you should understand that no data storage system or transmission 
of data over the internet or any other public network can be guaranteed to be 
completely secure, accurate, complete, or current.   

We also take reasonable steps to ensure that the personal information we collect is 
sufficiently accurate, up-to-date, and complete for the purposes for which we 
process or disclose the personal information.  

We retain personal information for as long as necessary for the purposes for which 
we use it, or longer if required by law. What is necessary depends on the context 
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and purpose of processing. We generally consider the following factors when we 
determine how long to retain personal information: 

• retention periods established under applicable law;   
• industry best practices;   
• whether the purpose of processing is reasonably likely to justify 

further processing;   
• risks to individual privacy in continued processing;   
• applicable data protection impact assessment;   
• information systems design considerations/limitations; and  
• costs associated with continued processing, retention, and deletion. 

4. International users 

If you use our Services from outside the United States, please be aware that your 
personal information will be stored and processed in the United States, where our 
systems are located.  

5. Children’s privacy 

Our Services are not directed to children, and we do not knowingly collect any 
personal information from those under the age of 18. If we discover (or are 
informed) that we have collected personal information from a visitor under the age 
of 18, we will promptly delete such information.  

6. Your privacy rights  

Depending on the law in the jurisdiction in which you live, you may have certain 
rights regarding your personal information. To exercise your rights, please submit 
a request by contacting us through any of the means outlined below. 

Your rights may include the following: 

• the right to opt-out of the use of personal information for targeted 
advertising, personal information sales, or profiling resulting in 
significant consequences (note, however, that we do not process 
personal information for any of these purposes);  

• the right to confirm whether we process your personal information 
and to access a copy (from which we may, for security purposes, 
exclude certain personal information), including a copy that is in a 
portable data format;  
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• the right to the correction of inaccurate personal information;  
• the right to the deletion of your personal information; and  
• the right to appeal the action we take in response to any request to 

exercise these rights. 

Only you, or someone legally authorized to act on your behalf, may make a request 
related to your personal information. We will verify that any requests from persons 
other than you have your legal authorization. You may also make a request on 
behalf of your child.  

Your request must: 

• Provide sufficient information that allows us to reasonably verify you 
are the person about whom we collected personal information or a 
legally authorized representative; and 

• Describe your request with sufficient detail that allows us to properly 
understand, evaluate, and respond to it. 

You may also have the right to appeal the decision we make on your request by 
using the contact information below. If you contact us to appeal, please tell us why 
you believe we erred in responding to your request. We will respond to your appeal 
in accordance with the timelines set forth in applicable law. 

7. Contacting Us 

To exercise your rights or for other privacy-related inquiries, please contact us at: 

• By e-mail: info@onefpa.org 
• By phone: 800-322-4237 
• By mail: FPA, 1290 Broadway, Suite 1625, Denver CO 80203 


