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    • Background in: Cyber Security Consulting / 

Digital Forensics / CEH / Bounty Hunting & 
Private Investigation

• Founder & CEO of LION195 Against 
Trafficking

• Business Champion at J.Galt Finance Suite

• US Navy Veteran – Operation Enduring 
Freedom

LIONFISH CYBER SECURITY
• Disabled vet-owned business focused on 

increasing cyber security protection and 
strengthening the digital security posture 
for small to mid-size companies.

• We want to help all companies across 
the US become Cyber Resilient.



The Impact of Cybersecurity Incidents 
• 60% of small businesses go under within six months after a ransomware attack.

• Cybersecurity Ventures predicts cybercrime will cost the world in excess of $7 trillion 
annually by 2022, up from $3 trillion in 2015. For organizations, the costs associated with 
cybercrime are vast.

• Recent studies have shown that the average cost of a data breach to Small Business can 
range from $120,000 to $1.23 million. And that's strictly limited to a small business market.

• With over 633,000 and counting cyber security Jobs unfulfilled the chances of having 
enough trained cyber experts in typical consulting companies to help every business is 
unlikely. 

• Not enough trained cyber experts to protect the 33,000,000 business across the country, 
we must be creative and bring proven methods to the fight. 

• CMMC Launched and Cyberspace Solarium Commission Report released to address the 
national threat. 
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In short – SMB’s are out matched with little resources to keep them protected at the level needed 
to compete in today’s economy. By offering a battle tested approach along with cutting-edge 
technology and services at a reasonable cost, Lionfish can enable SMB’s to survive with a Cyber 
Resiliency defense plan.



Understanding 
Cybercriminal 

Tactics

• Exploring common 
attack vectors used by 
cybercriminals: phishing, 
ransomware, insider 
threats

• Analyzing motivations 
behind cyberattacks on 
the insurance and 
financial  industry

• Discussing financial 
losses, reputational 
damage, and customer 
data implications

• Emphasizing the 
importance of proactive 
measures to prevent 
incidents



• This was previously an email example 
we would go by. However, hackers have 
significantly improved their skills in 
crafting phishing emails, making it 
increasingly challenging to detect such 
fraudulent attempts. 





Strengthening Cybersecurity Defenses

Implementing

Implementing a 
layered defense 
strategy (network 
segmentation, 
access controls, 
software updates) 

Securing

Securing endpoints 
and mobile devices 
(endpoint 
protection, mobile 
device security) 

Protecting

Protecting sensitive 
client data 
(encryption, access 
controls)  

Building

Building a resilient 
incident response 
capability (incident 
response team, 
drills, external 
expertise)



Employee 
Education 

and 
Awareness

Importance of cybersecurity 
awareness among employees

Examples of employee 
negligence leading to security 
breaches

Tips for creating a culture of 
cybersecurity awareness



Third-Party 
Risk 

Management
• Risks associated with 

third-party vendors and 
partners

• Due diligence on 
vendors' cybersecurity 
practices

• Strategies for 
establishing and 
monitoring third-party 
security requirements









Case Studies and Dual Nature of Cybersecurity

Sharing real-life case studies of cyberattacks Sharing

Exploring how cybersecurity aids in finding human trafficking 
victims and its dual role in this crimeExploring



Tips for Implementing 
Online Safety

• Creating strong and 
unique passwords

• Enabling multi-factor 
authentication

• Being cautious of phishing 
emails and suspicious links

• Regularly updating 
software and applications

• Securing home networks 
and Wi-Fi connections

• Using secure file storage 
and backup solutions

• Being mindful of public 
Wi-Fi and shared devices

• Educating family members 
and employees on online 
safety practices



Thank you for your time! Feel 
free to reach out to me for 
Cyber Security Solutions & to 
learn more about LION195 
Against Trafficking below.

Best contact info:
• Katrina Terry
• M: 317-459-9099
• Katrina@LION195.ORG


